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This manual is applied to the following camera models:  

Camera Type Model 

Multi -Sensor Camera Â VX-2S-CPIR-W 

 

Thank you for purchasing our product. If there are any questions, or requests, please do not hesitate to contact the 

dealer. 

NOTE: This manual may contain technical inaccuracies or printing errors.  The content is subject to change without 

notice. The manual will be amended if there are any hardware updates or changes. 

DISCLAIMER STATEMENT 

ά¦ƴŘŜǊǿǊƛǘŜǊǎ [ŀōƻǊŀǘƻǊƛŜǎ LƴŎΦ όά¦[έύ Ƙŀǎ ƴƻǘ ǘŜǎǘŜŘ ǘƘŜ ǇŜǊŦƻǊƳŀƴŎŜ ƻǊ ǊŜƭƛŀōƛƭƛǘȅ ƻŦ ǘƘŜ ǎŜŎǳǊƛǘȅ ƻǊ ǎƛƎƴŀƭƛƴƎ 

aspects of this product. UL has only tested for fire, shock or casualty ƘŀȊŀǊŘǎ ŀǎ ƻǳǘƭƛƴŜŘ ƛƴ ¦[Ωǎ {ǘŀƴŘŀǊŘόǎύ ŦƻǊ 

Safety, UL60950-1. UL Certification does not cover the performance or reliability of the security or signaling 

aspects of this product. UL MAKES NO REPRESENTATIONS, WARRANTIES OR CERTIFICATIONS WHATSOEVER 

REGARDING THE PERFORMANCE OR RELIABILITY OF ANY SECURITY OR SIGNALING RELATED FUNCTIONS OF THIS 

PRODUCT.έ 
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Regulatory Information 

FCC Information 

FCC compliance: This equipment has been tested and found to comply with the limits for a digital device, pursuant 

to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful 

interference when the equipment is operated in a commercial environment. This equipment generates, uses, and 

can radiate radio frequency energy and, if not installed and used in accordance with the instruction manual, may 

cause harmful interference to radio communications. Operation of this equipment in a residential area is likely to 

cause harmful interference in which case the user will be required to correct the interference at his own expense. 

FCC Conditions 

This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions: 

Â This device may not cause harmful interference. 
Â This device must accept any interference received, including interference that may cause undesired operation. 

EU Conformity Statement 

This product and - if applicable - the supplied accessories too are marked with "CE" and 

comply therefore with the applicable harmonized European standards listed under the Low 

Voltage Directive 2006/95/EC, the EMC Directive 2004/108/EC, the RoHS Directive 

2011/65/EU. 

 

2012/19/EU (WEEE directive): Products marked with this symbol cannot be disposed of as 

unsorted municipal waste in the European Union. For proper recycling, return this product to 

your local supplier upon the purchase of equivalent new equipment, or dispose of it at 

designated collection points. For more information, see: www.recyclethis.info. 

 
2006/66/EC (battery directive): This product contains a battery that cannot be disposed of as 

unsorted municipal waste in the European Union. See the product documentation for 

specific battery information. The battery is marked with this symbol, which may include 

lettering to indicate cadmium (Cd), lead (Pb), or mercury (Hg). For proper recycling, return 

the battery to your supplier or to a designated collection point. For more information, see: 

www.recyclethis.info 

http://www.recyclethis.info/
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Safety Instruction 

These instructions are intended to ensure that the user can use the product correctly to avoid danger or property 

loss.  

¢ƘŜ ǇǊŜŎŀǳǘƛƻƴ ƳŜŀǎǳǊŜ ƛǎ ŘƛǾƛŘŜŘ ƛƴǘƻ Ψ²ŀǊƴƛƴƎǎΩ ŀƴŘ Ψ/ŀǳǘƛƻƴǎΩΥ 

Warnings: Serious injury or death may be caused if any of these warnings are neglected. 

Cautions: Injury or equipment damage may be caused if any of these cautions are neglected. 

  

Warnings Follow these safeguards to prevent 
serious injury or death. 

Cautions Follow these precautions to prevent 
potential injury or material damage.   

Warnings: 

Please adopt the power adapter which can meet the safety extra low voltage (SELV) standard. And source with 12 

VDC or 24 VAC (depending on models) according to the IEC60950-1 and Limited Power Source standard. 

Â If the product does not work properly, please contact your dealer or the nearest service center. Never 

attempt to disassemble the camera yourself. (We shall not assume any responsibility for problems caused 

by unauthorized repair or maintenance.) 

Â To reduce the risk of fire or electrical shock, do not expose this product to rain or moisture. 

Â This installation should be made by a qualified service person and should conform to all the local codes. 

Â Please install blackouts equipment into the power supply circuit for convenient supply interruption.  

Â Please make sure that the ceiling can support more than 50(N) Newton gravities if the camera is fixed to 

the ceiling. 

Â If the product does not work properly, please contact your dealer or the nearest service center. Never 

attempt to disassemble the camera yourself. (We shall not assume any responsibility for problems caused 

by unauthorized repair or maintenance.) 

http://www.cibo.cn/?dictkeyword=supply+interruption


USER MANUAL| VX-2S-CPIR-W 

 

10385 Westmoor Drive, Suite 210, Westminster, CO 80021 | www.3xlogic.com | (877) 3XLOGIC 
 

5 

Cautions:  

Â Make sure the power supply voltage is correct before using the camera. 

Â Do not drop the camera or subject it to physical shock. 

Â Do not touch sensor modules with fingers. If cleaning is necessary, use a clean cloth with a bit of ethanol and 

wipe it gently. If the camera will not be used for an extended period of time, put on the lens cap to protect the 

sensor from dirt.  

Â Do not aim the camera lens at the strong light such as sun or incandescent lamp. The strong light can cause 

fatal damage to the camera. 

Â The sensor may be burned out by a laser beam, so when any laser equipment is being used, make sure that 

the surface of the sensor not be exposed to the laser beam. 

Â Do not place the camera in extremely hot, cold temperatures (the operating temperature should be between -

30°C ~ 60°C, or -40°C ~ 60°C if the ŎŀƳŜǊŀ ƳƻŘŜƭ Ƙŀǎ ŀƴ άIέ ƛƴ ƛǘǎ ǎǳŦŦƛȄύΣ Řǳǎǘȅ ƻǊ ŘŀƳǇ ŜƴǾƛǊƻƴƳŜƴǘΣ ŀƴŘ Řƻ 

not expose it to high electromagnetic radiation.  

Â To avoid heat accumulation, good ventilation is required for a proper operating environment.  

Â Keep the camera away from water and any liquid. 

Â While shipping, the camera should be packed in its original packing. 

Â Improper use or replacement of the battery may result in hazard of explosion. Please use the manufacturer 

recommended battery type. 

NOTE: For cameras that support IR, you are required to pay attention to the following precautions to prevent IR 

reflection. 

Â Dust or grease on the dome cover will cause IR reflection. Please do not remove the dome cover film until 

the installation is finished. If there is dust or grease on the dome cover, clean the dome cover with clean soft 

cloth and isopropyl alcohol. 

Â Make certain the installation location does not have reflective surfaces of objects too close to the camera. 

The IR light from the camera may reflect back into the lens causing reflection.  

Â The foam ring around the lens must be seated flush against the inner surface of the bubble to isolate the lens 

from the IR LEDS. Fasten the dome cover to camera body so that the foam ring and the dome cover are 

attached seamlessly.  
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1 System Requirements 

The below are recommended requirements for accessing and navigating the cameraΩǎ ōǊƻǿǎŜǊ ¦L ƻƴ ŀ ²ƛƴŘƻǿǎ 

PC.  

Â Operating System: Microsoft Windows XP SP 1 or newer versions.  

Â CPU: 2.0 GHz or higher 

Â RAM: 1G or higher  

Â Display: 1024×768 resolution or higher  

Â Web Browser: Internet Explorer 8.0 and newer, Mozilla Firefox 5.0 and newer, Google Chrome 18 and 

newer.   
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2 Camera Setup Options 

The V-Series VX-2S-CPIR-W Multi-Sensor camera can be quickly setup out-of-the-box using one of two tools; either 

the 3xLOGIC VSX Setup Tool (iOS and Android) mobile app or 3xLOGIC All-in-One PC Setup software, depending 

on your network environment.  

Â The 3xLOGIC VSX Setup Tool (iOS and Android) can be installed on a mobile device running Android or 

iOS and has been optimized for use in all DHCP-enabled networks for both wireless and wired 

configurations.  ¢Ƙƛǎ ŀǇǇ ǎŎŀƴǎ ǘƘŜ ŎŀƳŜǊŀΩǎ vw ŎƻŘŜ ǘƻ ŜǎǘŀōƭƛǎƘ ŀ ŎƻƴƴŜŎǘƛƻƴ ǿƛǘƘ the camera and 

pushes configured settings to the camera via the cloud.  

Â The 3xLOGIC All-in-One PC Setup software must be installed on a Windows PC running on the same 

network as the cameras and is intended for use in large-scale deployments or for non-DHCP networks 

with wired configuration.   The app detects cameras at which point an appropriate IP address can be 

assigned to the camera to establish external internet connectivity.  The app then pushes configured 

settings to the selected camera via the cloud.  

2.1 DHCP -Enabled Networks 

WIFI 

For DHCP-enabled networks where the camera is to be connected to the network via WiFi:  

Â RECOMMENDED - 3xLOGIC VSX Setup Tool (iOS and Android) -  ¢Ƙƛǎ ƛǎ оȄ[hDL/Ωǎ recommended tool for 

this network environment.  By connecting your mobile device to the desired wireless network, this app 

can then ǎŎŀƴ ǘƘŜ ŎŀƳŜǊŀΩǎ ²ƛCƛ ōŀǊŎƻŘŜ and auto-ŎƻƴŦƛƎǳǊŜ ǘƘŜ ŎŀƳŜǊŀΩǎ ²ƛCƛ ǎŜǘǘƛƴƎǎ ǿƛǘƘƻǳǘ ŀƴȅ ƛƴƛǘƛŀƭ 

camera-side configuration required. Once WiFi is configured, standard settings configuration using the 

app can be performed. See Section 3.1 3xLOGIC VSX Setup Tool (iOS and Android) for instructions on 

setting up the camera with this tool.  

Â 3xLOGIC All-in-One PC Setup ς To utilize this tool in this network environment, the camera must first be 

connected to the desired wireless network via WPS to establish external internet connectivity. Once WiFi 

is configured, standard settings configuration using the PC Setup tool can be performed.  For this network 

environment, this tool is most beneficial for larger deployments where individually scanning each camera 

with the mobile tool would be cumbersome. See Section 3.2 3xLOGIC All-in-One PC Setup for instructions 

on setting up the camera with this tool. 

WIRED 

For DHCP-enabled networks where the camera is hardwired into the local network:  

Â RECOMMENDED - 3xLOGIC VSX Setup Tool (iOS and Android). ¢Ƙƛǎ ƛǎ оȄ[hDL/Ωǎ recommended tool for 

this network environment. See Section 3.1 3xLOGIC VSX Setup Tool (iOS and Android) for instructions on 

setting up the camera with this tool.  
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Â 3xLOGIC All-in-One PC Setup -  For this network environment, this tool is most beneficial for larger 

deployments where individually scanning each camera with the mobile tool would be cumbersome. See 

Section 3.2 3xLOGIC All-in-One PC Setup for instructions on setting up the camera with this tool. 

2.2 Non-DHCP Networks 

WIRED 

The 3xLOGIC All-in-One PC Setup software was engineered specifically for use in non-DHCP networks where the 

mobile app (required DHCP) cannot be used to configure the camera.   

1. REQUIRED - 3xLOGIC All-in-One PC Setup ς To utilize this tool in this network environment, the tool must 

be installed on a Windows PC which is networked with the cameras. The app then auto-detects the 

camera at which point an appropriate IP address can be assigned to the camera to establish external 

internet connectivity.  The app can then be used to push configuration settings to the selected camera 

via the cloud.  
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3 Camera Setup 

3.1 3xLOGIC VSX Setup Tool (iOS and Android) 

The 3xLOGIC VSX Setup Tool (iOS and Android) can be installed on a mobile device running Android or iOS and has 

been optimized for use in all DHCP-enabled networks for both wireless and wired configurations. This app scans 

ǘƘŜ ŎŀƳŜǊŀΩǎ vw ŎƻŘŜ ǘƻ ŜǎǘŀōƭƛǎƘ ŀ ŎƻƴƴŜŎǘƛƻƴ ǿƛǘƘ ǘƘŜ ŎŀƳŜǊŀ (camera must have external internet connectivity) 

and pushes configured settings to the camera via the cloud.  

Proceed to the sub-section pertaining to your desired network connection type  

Â WiFi 

Â Wired 

VSX SETUP TOOL  - WIFI CONNECTION SETUP (DHCP NETWORKS ONLY) 

If a WiFi connection is desired for the camera, the first step in the camera setup process is to configure the 

cameraΩs WiFi connection. The 3xLOGIC VSX Setup Tool Ŏŀƴ ŀǳǘƻƳŀǘƛŎŀƭƭȅ ŎƻƴŦƛƎǳǊŜ ǘƘŜ ŎŀƳŜǊŀΩǎ ǿŜō ǎŜǘǘƛƴƎǎ ōȅ 

ǎŎŀƴƴƛƴƎ ǘƘŜ ŎŀƳŜǊŀΩǎ ²ƛCƛ ōar code and assigning the cameras its own WiFi settings. To begin: 

 

1. Unbox and install the camera to your site specifications. .Ŝ ǎǳǊŜ ǘƻ ƻƴƭȅ ǇƭǳƎ ƛƴ ǘƘŜ ŎŀƳŜǊŀΩǎ ǇƻǿŜǊ 

supply.  

2. Launch the VSX Setup Tool on your mobile device.  Be sure your phone is connected to the same WiFi 

network you wish to connect the camera with.  

3. Tap the Setup New Cameras at Site button. 

4. Fill in installer info and tap Continue. On the proceeding page, fill in company info and tap Continue.  

5. On the Camera Type screen, select Multi -Sensor Camera then tap Continue.  

6. On the Network Connection Type page, select WiFi Connection and tap Continue. The WiFi Config page 

will launch.  

7. Input the 9-ŘƛƎƛǘ ǎŜǊƛŀƭ ƴǳƳōŜǊ ŦǊƻƳ ǘƘŜ ŎŀƳŜǊŀΩǎ ²ƛCƛ ōŀǊŎƻŘŜ ƭŀōŜƭ ƻǊ ǘŀǇ ǘƘŜ {Ŏŀƴ .ŀǊŎƻŘŜ ōǳǘǘƻƴ 

(recommended) and scan the cameras WiFi barcode to autofill the field.  

8. /ƻƴŦƛǊƳ ǘƘŜ ŎƘƻǎŜƴ ²ƛCƛ ƴŜǘǿƻǊƪ ƛǎ ŎƻǊǊŜŎǘΦ .ȅ ŘŜŦŀǳƭǘΣ ǘƘŜ ŎƘƻǎŜƴ ƴŜǘǿƻǊƪ ƛǎ ȅƻǳǊ ƳƻōƛƭŜ ŘŜǾƛŎŜΩǎ 

active WiFi network connection.  

9. Enter in the password of the chosen WiFi network and tap Next.  

10. Follow any pertinent instructions listed and click Next. WiFi configuration will commence. 

11. Allow for sufficient time to transpire while WiFi settings are pushed to the camera. If configuration fails, 

you will be prompted. Check your settings and network connections then tap the Retry button to try 

again. 
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12. If successful, a page will deploy with the cameraΩs serial number automatically entered. You will now be 

prompted to enter the cameras login credentials (default username/password: admin/12345). Enter the 

credentials and tap Continue to login to the device and begin camera configuration. Skip to VSX Setup 

Tool  - Camera Setup for remaining instructions on camera configuration.  

VSX SETUP TOOL  - WIRED CONNECTION SETUP 

To setup a camera with wired connection using the 3xLOGIC VSX Setup Tool, follow the below steps: 

1. Unbox and install the camera to your network specifications.  

2. Connect the camera so it has external internet connectivity. For information on wired network 

connections, see  Wiring over LAN. 

3. Tap the Setup New Cameras at Site button. 

4. Fill in Installer Information and tap Continue. 

5. Fill in Company information and Tap Continue.  

6. On the Camera Type screen, select Multi -Sensor Camera then tap Continue.  

7. On the Network Connection Type page, select Wired Connection and tap Continue. 

8. Select Scan QR Code (recommended) and scan the QR label (affixed to the back of the camera) to load 

the camera information into the app. Alternatively, click Manual Input and fill in the available Alias 

/Serial No. ŦƛŜƭŘ ǿƛǘƘ ǘƘŜ ŎŀƳŜǊŀΩǎ ǎŜǊƛŀƭ ƴǳƳōŜǊΦ  

9. The cameraΩs serial number will now be entered and you will be prompted to enter the cameraΩs login 

credentials (default username/password: admin/12345). Enter the credentials and tap Continue to login 

to the device and begin camera configuration. Proceed to VSX Setup Tool - Camera Setup for remaining 

instructions on camera configuration. 

VSX SETUP TOOL  - CAMERA SETUP 

Upon initial login, you will be required to change the cameraΩs default login credentials as a security precaution. To 

begin: 

1. Enter a new Username and Password. You will be required to enter the password in a second field for 

confirmation. Click Continue to assign the new credentials. A live video preview will now deploy on your 

screen.  

2. Position the camera to achieve the field-of-vision as required by your site specifications. When you have 

achieved the desired field-of-vision, tap Continue. The Camera Settings page will load.  

3. Enter a Camera Name. The camera will be referenced by this name throughout the VIGIL VMS (VIGIL 

/ƭƛŜƴǘΣ ±/aΣ ±ƛŜǿ [ƛǘŜ LLΣ ŜǘŎΧύΦ 

4. Enter a custom VIGIL Connect Alias. The cameraΩs serial number will be used by default.  

5. Select a Time Zone.  
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NOTE: Under Advanced Settings, a user can set a custom settings profile (the Default profile or High 

Resolution) and can choose to sync the camera with an NTP Server (enabled by default; 

time.windows.com). 

6. Once you have filled in all the fields, click Continue to complete setup.  

7. The Setup Complete page will deploy. Camera and Installer Summary info will be listed for you reference. 

To add additional cameras, click the Add more camera to the site button and repeat the above steps as 

necessary for all cameras. If you have no remaining cameras to configure, click Continue. 

8. The Camera Setup Summary ς Email Recipient page will load. By default, the summary email will be sent 

to the provided Installer Email. Add more recipients as desired (tap Add Another Email) and tap Continue 

to finish the camera setup process. A summary email will be sent to all configured recipients. 

NOTE: The app will instruct the Cloud to automatically update the cameraΩs VIGIL software (if 

required), format the on-board SD Card (if required) and update camera firmware (if required). A 

second e-mail will be sent when this process is complete. 

9. Click Finish to exit the app. 

After both confirmation emails are received, the setup process is complete. Your VX-2S-CPIR-W should be 

recording to on-board storage (PIR and video motion recording by default) and is ready to be interfaced with the 

VIGIL VMS.  

 

3.2 3xLOGIC All-in-One PC Setup Tool (Windows) 

The 3xLOGIC All-in-One PC Setup software must be installed on a Windows PC running on the same network 

segment as the cameras and is intended for use in large-scale deployments (where scanning individual cameras 

with the mobile app would be cumbersome) or for non-DHCP networks with wired configuration. The app detects 

cameras at which point an appropriate IP address can be assigned to the camera (if necessary) to establish external 

internet connectivity. The app then pushes configured settings to the selected camera via the cloud. 

Proceed to the sub-section pertaining to your desired network connection type  

Â Wifi 

Â Wired 

3XLOGIC ALL-IN-ONE PC SETUP TOOL  - WIFI CONNECTION SETUP (DHCP NETWORKS ONLY) 

If a WiFi connection is desired for the camera, the first step in the camera setup process is to configure the 

ŎŀƳŜǊŀΩǎ ²ƛCƛ ŎƻƴƴŜŎǘƛƻƴΦ ²ƘŜƴ ǳǘƛƭƛȊƛƴƎ ǘƘŜ 3xLOGIC All-in-One PC Setup Tool to setup your camera, the WiFi 

must be configured externally of the setup tool. The most common method for quickly configuring WiFi settings in 

ǘƘƛǎ ŎŀǎŜ ƛǎ ǘƻ ǳǘƛƭƛȊŜ ǘƘŜ ŎŀƳŜǊŀΩǎ όŀƴŘ ȅƻǳǊ ƴŜǘǿƻǊƪ ŀŎŎŜǎǎ ǇƻƛƴǘΩǎύ ²t{ ό²ƛŦƛ tǊƻǘŜŎǘŜŘ {ŜǘǳǇύ ŦǳƴŎǘƛƻƴŀƭƛǘȅΦ ¢ƻ 

begin: 

1. Unbox and install the camera to your site specifications. Be sure to only plug in the cameras power 

supply.  
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2. Press the WPS button on your network access point/router to activate device discovery. See your router 

/ access point manufactureǊΩǎ documentation for additional information on utilizing its WPS 

functionality.  

3. tǊŜǎǎ ǘƘŜ ŎŀƳŜǊŀΩǎ ²t{ ōǳǘǘƻƴ όƭƻŎŀǘŜŘ ƻƴ ǘƘŜ ōŀŎƪ ƻŦ ǘƘŜ ŘŜǾƛŎŜύΦ ¢ƘŜ ǊƻǳǘŜǊκŀŎŎŜǎǎ Ǉƻƛƴǘ ŀƴŘ ȅƻǳǊ 

camera should now establish a wireless connection. The Yellow Link LED indicator on the camera will 

begin flashing once the connection is established.  

4. Download, install and launch 3xLOGIC All-in-One PC Setup software on a Windows PC with an external 

internet connection. The Camera Detection page will deploy.  

5. Select the desired camera from the list of detected devices and click Next.  

6. Fill in installer info and click Confirm. On the proceeding page, fill in company info and click Continue.  

7. A ƭƻƎƛƴ ǇŀƎŜ ǿƛƭƭ ŘŜǇƭƻȅ ǿƛǘƘ ǘƘŜ ŎŀƳŜǊŀΩǎ ǎŜǊƛŀƭ ƴǳƳōŜǊ ŀǳǘƻƳŀǘƛŎŀƭƭȅ ŜƴǘŜǊŜŘΦ ¸ƻǳ ǿƛƭƭ ƴƻǿ ōŜ 

ǇǊƻƳǇǘŜŘ ǘƻ ŜƴǘŜǊ ǘƘŜ ŎŀƳŜǊŀΩǎ ƭƻƎƛƴ ŎǊŜŘŜƴǘƛŀƭǎ όŘŜŦŀǳƭǘ username/password: admin/12345). Enter 

the credentials and click Continue to login to the device and begin camera configuration. Skip to 

3xLOGIC All-In-One PC Setup Tool ς Camera Setup for remaining instructions on camera configuration.  

3XLOGIC ALL-IN-ONE PC SETUP TOOL ς WIRED CONNECTION SETUP 

To setup the camera using the 3xLOGIC VSX Setup Tool, follow the below setup: 

1. Unbox and install the camera to your network specifications.  

2. Connect the camera so it has external internet connectivity. For information on wired network 

connections, see  Wiring over LAN. 

3. Download, install and launch 3xLOGIC All-in-One PC Setup software on a Windows PC with an external 

internet connection. The Camera Detection page will deploy.  

NOTE: Non-DHCP Environments / Networks Requiring Static IP- If the camera is located on a 

network with DHCP disabled, the Windows PC must be on the same network segment as the camera 

so it can identify the device. 

i. OPTIONAL STEP for Non-DHCP Environments / Networks Requiring Static IP- A ŎŀƳŜǊŀΩǎ ƴŜǘǿƻǊƪ 

connection information can be customized to meet the needs of your network and may be required 

to establish external internet connectivity for the camera (required to complete configuration). To 

change network connection info, select the desired camera from the list and click IP Setup. A form 

ǿƛƭƭ ƭŀǳƴŎƘ ǿƘŜǊŜ ǘƘŜ ŎŀƳŜǊŀΩǎ Lt !ŘŘǊŜǎǎΣ {ǳōƴŜǘ aŀǎƪ ŀƴŘ 5ŜŦŀǳƭǘ DŀǘŜǿŀȅ Ŏŀƴ ōŜ ŎƘŀƴƎŜŘΦ 

Enter the admin password (default: 12345) and click OK to save the new changes. 

4. To commence camera setup, select the desired camera from the list and click Next.  

5. Fill in installer info and click Confirm. On the proceeding page, fill in company info and click Continue.  

6. ¢ƘŜ ŎŀƳŜǊŀΩǎ ǎŜǊƛŀƭ ƴǳƳōŜǊ ǿƛƭƭ ƴƻǿ ōŜ ŜƴǘŜǊŜŘ ŀƴŘ ȅƻǳ ǿƛƭƭ ōŜ ǇǊƻƳǇǘŜŘ ǘƻ ŜƴǘŜǊ ǘƘŜ ŎŀƳŜǊŀΩǎ ƭƻƎƛƴ 

credentials (default username/password: admin/12345). Enter the credentials and tap Continue to login 
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to the device and begin camera configuration. Proceed to 3xLOGIC All-In-One PC Setup Tool - Camera 

Setup for remaining instructions on camera configuration. 

3XLOGIC ALL-IN-ONE PC SETUP TOOL ς CAMERA SETUP 

¦Ǉƻƴ ƛƴƛǘƛŀƭ ƭƻƎƛƴΣ ȅƻǳ ǿƛƭƭ ōŜ ǊŜǉǳƛǊŜŘ ǘƻ ŎƘŀƴƎŜ ǘƘŜ ŎŀƳŜǊŀΩǎ ŘŜŦŀǳƭǘ ƭƻƎƛƴ ŎǊŜŘŜƴǘƛŀƭǎ ŀǎ ŀ ǎŜŎǳǊƛǘȅ ǇǊŜŎŀǳǘƛƻƴΦ ¢ƻ 

begin: 

1. Enter a new Username and Password. You will be required to enter the password in a second field for 

confirmation. Click Continue to assign the new credentials. A live video preview will now deploy on your 

screen.  

2. Position the camera to achieve the field-of-vision as required by your site specifications. When you have 

achieved the desired field-of-vision, click Continue. The Camera Settings page will load.  

3. Enter a Camera Name. The camera will be referenced by this name throughout the VIGIL VMS (VIGIL 

/ƭƛŜƴǘΣ ±/aΣ ±ƛŜǿ [ƛǘŜ LLΣ ŜǘŎΧύΦ 

4. Enter a custom VIGIL Connect Alias. ¢ƘŜ ŎŀƳŜǊŀΩǎ ǎŜǊƛŀƭ ƴǳƳōŜǊ ǿƛƭƭ ōŜ ǳǎŜŘ ōȅ ŘŜŦŀǳƭǘΦ  

5. Select a Time Zone.  

NOTE: Under Advanced Settings, a user can set a custom settings profile (the Default profile or High 

Resolution) and can choose to sync the camera with an NTP Server (enabled by default; 

time.windows.com). 

6. Once you have filled in all the fields, click Continue to complete setup.  

7. The Setup Complete page will deploy. Camera and Installer Summary info will be listed for you reference. 

To add additional cameras, click the Add more camera to the site button and repeat the above steps as 

necessary for all cameras. If you have no remaining cameras to configure, click Continue. 

8. The Camera Setup Summary ς Email Recipient page will load. By default, the summary email will be sent 

to the provided Installer Email. Add more recipients as desired (click Add Another Email) and click 

Continue to finish the camera setup process. A summary email will be sent to all configured recipients. 

NOTE: The app will instruct the Cloud to automatically update the ŎŀƳŜǊŀΩǎ ±LDL[ ǎƻŦǘǿŀǊŜ όƛŦ ǊŜǉǳƛǊŜŘύΣ 

format the on-board SD Card (if required) and update camera firmware (if required). A second e-mail will 

be sent when this process is complete. 

9. Click Finish to exit the app. 

After both confirmation emails are received, the setup process is complete. Your VX-2S-CPIR-W should be 

recording to on-board storage (PIR and video motion recording by default) and is ready to be interfaced with the 

VIGIL VMS.  
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4 Quick Start 

4.1 Adding a VX-2S-CPIR-W Camera to VIGIL Utilities  

ADDING A VX-2S-CPIR-W CAMERA TO VIGIL CLIENT  

Steps: 

To interface a VX-2S-CPIR-W Camera with VIGIL Client: 

1. Launch VIGIL Client (Local Mode only; VCM mode will only display Servers from a networked VCM 

Server) and select Servers from the Servers top menu. This will launch the Servers window. VISIX V-

Series devices are considered edge recording devices and thus are recognized as their own VIGIL 

Server within the VIGIL suite. 

2. Click Add. This will deploy the Add/Edit VIGIL Server window. 

3. Enable the Use VIGIL Connect option. If connecting using traditional network connection criteria is 

desired, enter the cameras IP Address/DNS Name and confirm TCP/IP port status.  

4. Enter in the VIGIL Connect alias of the desired VX-2S-CPIR-W Multi Sensor Camera (VIGILTest1 used 

in the below example). Skip this step if using traditional network connection criteria (IP/Port). 

5. Click Test VIGIL Connect to confirm the camera can be communicated with through the Connect 

system using the provided alias. Skip this step if using traditional network connection criteria 

(IP/Port). 

 
Figure 4-1 Adding V-Series Camera to VIGIL Client 

 



USER MANUAL| VX-2S-CPIR-W 

 

10385 Westmoor Drive, Suite 210, Westminster, CO 80021 | www.3xlogic.com | (877) 3XLOGIC 
 

19 

6. If the test is successful, then VIGIL Client can successfully communicate with the Server. Click OK at 

the bottom of the Add Server window after configuring all required fields to save the new Server to 

VIGIL Client. For more information on configuring VIGIL Servers, please see Section 5.1 of the VIGIL 

Client Users Guide. 

NOTE: The camera will be visible in the Client treeview and will be represented by a   icon. The 

camera video stream can be added to the VIGIL Client viewer in the same manner as VIGIL Server 

ŎŀƳŜǊŀǎΤ {ƛƳǇƭȅ ŜȄǘŜƴŘ ǘƘŜ ŎŀƳŜǊŀΩǎ ŘǊƻǇ-down menu and double click the icon to add it to the 

viewer. Alternatively, a user can drag-and-drop the camera stream icon into the desired frame of the 

VIGIL Client viewer. 

For more information on configuring VIGIL Servers/V-Series All-in-One camera in VIGIL Client, please see Section 

5.1 of the VIGIL Client Users Guide. 

ADDING A VX-2S-CPIR-W CAMERA TO VIGIL VCM  

Steps: 

 

1. To add a VX-2S-CPIR-W camera to VCM for central management and health-monitoring purposes, launch 

a VCM Client. 

2. Log into a VCM Server. 

 

Figure 4-2 : Adding an V-Series Camera to VCM 

3. Click the Health Monitor button. 

4. Select (left-click) a Server Group from the Server Groups sidebar to. The VX-2S-CPIR-W camera will be 

added to this group. 

http://www.3xlogic.com/3xdocuments/product-manuals/3xlogic-vigil-client-users-guide-system-80
http://www.3xlogic.com/3xdocuments/product-manuals/3xlogic-vigil-client-users-guide-system-80
http://www.3xlogic.com/3xdocuments/product-manuals/3xlogic-vigil-client-users-guide-system-80
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5. Click the Add Server button (only available after selecting an applicable Server Group). This will launch 

the Add/Edit Server form. VISIX V-Series devices (including the VX-2S-CPIR-W) are considered edge 

recording devices, and thus are recognized as their own Server within the VIGIL suite, including VCM. 

6. Check off VIGIL Camera. This will indicate to VCM that the device you are adding is a V-Series All-in-One 

camera. 

7. Check-off Use VIGIL Connect. Alternatively, if you wish to use traditional network connection criteria, 

leave Use VIGIL Connect disabled and enter in IP/DNS Name and Port info (if using standard network 

connection values, also ignore steps 8 and 9 of these instructions) for the device. 

8. Enter the VIGIL Connect alias of the VX-2S-CPIR-W camera in the Serial No./Alias field. 

9. After entering an alias, click Test VIGIL Connect to ensure successful communication with the VIGIL 

Connect system.  

10. Fill in all remaining required fields and click OK to add the camera to your list of centrally managed VIGIL 

Servers/V-Series Cameras. 

If you experience issues connecting to the VX-2S-CPIR-W Multi Sensor Camera in VCM, confirm the alias that has 

been entered is correct. If all settings appear to be correct, contact 3xLOGIC for further instruction or reference 

Tech Tip 140028 VIGIL Connect Troubleshoot Guide for troubleshooting tips. 

ADDING A VX-2S-CPIR-W CAMERA TO 3XLOGIC VIEW LITE II MOBILE (ANDROID AND IOS)  

Steps: 

2. To interface a VX-2S-CPIR-W Multi-Sensor camera ǿƛǘƘ оȄ[hDL/Ωǎ ±ƛŜǿ [ƛǘŜ LL ƳƻōƛƭŜ ŀǇǇΣ ƭŀǳƴŎƘ ǘƘŜ ±ƛŜǿ 

Lite II app on your mobile device (Android OS is pictured in the below screenshot, however, the process is 

identical in the iOS version). 

3. Open the Options side menu and select Server Configuration. The Video Source list will display.  

  

Figure 4-3 Opening Video Source Menu 

4. Select VIGIL Server. VISIX V-Series devices are considered edge recording devices, and thus are recognized 

as their own VIGIL Server within View Lite II. The VIGIL Server window will now deploy. A menu of all VIGIL 

Servers already interfaced with View Lite II will deploy.  

http://www.3xlogic.com/document-library?field_doc_type_tid=All&field_product_type_tid=All&title=140028
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Figure 4-4 : Adding a Video Source - Add Video Source 

5. To add a new instance of a video source, tap the  icon. 

6. Enable VIGIL Connect. Alternatively, if you wish to use traditional network connection criteria, leave VIGIL 

Connect disabled and enter in an IP/DNS Name and Port info (if using standard network connection 

criteria, also ignore step 6 of these instructions) for the device. 

7. Enter in the VIGIL Connect alias for the desired VISIX V-Series VX-2S-CPIR-W camera (VIGILTest1 used in 

the above example).  

 

Figure 4-5 View Lite II - Add/Edit Server Form - Android 

 

8. Fill in the remaining required fields and tap Save to save the VX-2S-CPIR-W camera to View Lite II. A user 

may now add the camera stream to the View Lite viewer using the same process as adding VIGIL Server, 

VCM or 3xCLOUD networked cameras.  

ADDING A VX-2S-CPIR-W CAMERA TO 3XCLOUD CROSS-PLATFORM WEB CLIENT  

Steps: 

1. To interface the VX-2S-CPIR-W Multi-Sensor Camera with a 3xCLOUD web client account, login to your 

3xCLOUD account (www.3xlogiccloud.com). 

http://www.3xlogiccloud.com/
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Figure 4-6 Adding an V-Series Camera to a 3xCLOUD Account 

2. Click the  button to open the Settings menu.  

3. Select the Servers icon. 

4. Click the   button (not pictured above). This will deploy the Add/Edit VIGIL Server 

form. VISIX V-Series devices are considered edge recording devices, and thus are recognized as their own 

VIGIL Server within the VIGIL suite, including 3xCLOUD. 

5. Click the By Serial No./Alias tab to configure the Server with a VIGIL Connect alias. If using traditional 

network connection criteria is desired, click the By IP Address and Port button enter in an IP and Port info 

(if using standard network connection criteria, also ignore step 6 of these instructions) for the device. 

6. Enter the VIGIL Connect alias of the desired V-Series camera in the Serial No./Alias field (VIGILTest1 used 

in the above example). 

7. Fill in all required fields and click Add to save the V-Series camera to your 3xCLOUD VIGIL Server list. 

The V-Series camera should now be available to add to your 3xCLOUD layout. If you experience connection issues, 

confirm the connection info (IP Address and Port/VIGIL Connect Alias) you entered is correct. If all settings appear 

to be correct, contact 3xLOGIC for further instruction or reference Tech Tip 140028 VIGIL Connect Troubleshoot 

Guide for troubleshooting tips.  

http://www.3xlogic.com/document-library?field_doc_type_tid=All&field_product_type_tid=All&title=140028
http://www.3xlogic.com/document-library?field_doc_type_tid=All&field_product_type_tid=All&title=140028
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5 Standard Network Connections 

This section provides manual camera networking information. For basic camera networking, configuration and 

setup, please reference Section 2 Camera Setup Options and Section 3 Camera Setup of this user guide for 

instructions.  

Â If you want to network the camera via LAN (Local Area Network), please refer to Section 5.1 Networking the 

Camera - LAN. 

Â If you want to network the camera via WAN (Wide Area Network), please refer to Section 5.2 Networking the 

Camera -WAN. 

Â If you want to alter ǘƘŜ ŎŀƳŜǊŀΩǎ ²ƛCƛ ǎŜǘǘƛƴƎǎ (initial WiFi configuration can be performed via the VSX Setup 

Tool mobile app or WPS) please refer to Section 5.3ς Networking the Camera ς WiFi Connection 

5.1 Networking the Camera -  LAN 

To identify and configure the camera via LAN, you need to physically network the camera and access its browser 

interface. This process can be expedited by installing and running either the 3xLOGIC All-in-One PC Setup Utility 

(http://3xlogic.com/support-center/software) or the VSX Setup Utility mobile app (iOS or Android) on a device on 

the same network as the camera. To change a cameraΩǎ IP address (for non-DHCP environments, networks 

ǊŜǉǳƛǊƛƴƎ ǎǘŀǘƛŎ LtΣ ŜǘŎΧύ, the 3xLOGIC All-in-One PC Setup Utility can be used. See Section 3 for more information 

on available setup tools and configuration methods.  

WIRING OVER  LAN 

The following figures show the standard methods of LAN cable connection between a network camera and a 

computer: 

Â To test the network camera, you can directly connect the network camera to the computer with a network 

cable as shown in Figure 2-1. 

Â Refer to the Figure 2-2 to set network camera over the LAN via a switch or a router. 

 

 

Figure 5-1 Connecting Directly 

 

http://3xlogic.com/support-center/software
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Figure 5-2 Connecting via a Switch or a Router 

5.2 Networking the Camera - WAN 

This section explains how to connect the network the camera via WAN using a static IP or a dynamic IP.  

STATIC IP CONNECTION 

Before you start: 

Please apply a static IP from your ISP (Internet Service Provider). Using a static IP address, you can connect the 

network camera via a router or connect it to the WAN directly. 

Connecting the network camera via a router: 

Steps: 

1. Connect the network camera to the router. 

2. Assign a LAN IP address, the subnet mask and the gateway. Refer to 3xLOGIC All-in-One PC Setup Tool ς 

Wired Connection Setup for instructions on configuring a LAN connection.  

3. Save the LAN IP address configured in Step 2 as the static IP in the router. 

4. Set port mapping, e.g., 80, 8000, and 554 ports. The steps for port mapping vary according to the 

different routers. Please call the router manufacturer for assistance with port mapping. 

5. Visit the network camera through a web browser or the client software over the internet. 

 

Figure 5-3 Accessing the Camera through Router with Static IP 

Connecting the network camera with static IP directly: 

You can also save the static IP for the camera and directly connect it to the internet (modem) without using a 

router.  

 

 

Figure 5-4 Accessing the Camera with Static IP Directly 
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DYNAMIC IP CONNECTION 

Before you start: 

Please apply a dynamic IP from your ISP. With a dynamic IP address, you can connect the network camera to a 

modem or a router. 

Connecting the network camera via a router: 

Steps: 

1. Connect the network camera to the router.  

2. In the camera settings, assign a LAN IP address, the subnet mask and the gateway. Refer to 3xLOGIC All-

in-One PC Setup Tool ς Wired Connection Setup for instructions on configuring a LAN connection.  

3. In the router, set the PPPoE user name, password and confirm the password. 

4. Set port mapping. E.g. 80, 8000, and 554 ports. The steps for port mapping vary depending on different 

routers. Please call the router manufacturer for assistance with port mapping. 

5. Apply a domain name from a domain name provider. 

6. Configure the DDNS settings in the setting interface of the router. 

7. Visit the camera via the applied domain name. 

Connecting the network camera via a modem: 

This camera supports the PPPoE auto dial-up function. The camera gets a public IP address by ADSL dial-up after 

the camera is connected to a modem. You need to configure the PPPoE parameters of the network camera. Refer 

to Configuring PPPoE Settings for detailed configuration. 

 

 

Figure 5-5 Accessing the Camera with Dynamic IP 

NOTE: The obtained IP address is dynamically assigned via PPPoE, so the IP address always changes after rebooting 

the camera. To solve the inconvenience of the dynamic IP, you need to get a domain name from the DDNS 

provider (E.g. DynDns.com). Please follow the steps below for normal domain name resolution and private domain 

name resolution to solve the problem. 
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NORMAL DOMAIN NAME RESOLUTION 

 
Figure 5-6 Normal Domain Name Resolution 

Steps: 

1. Apply a domain name from a domain name provider. 

2. Configure the DDNS settings in the DDNS Settings interface of the network camera. Refer to Configuring 

DDNS Settings for detailed configuration. 

3. Visit the camera via the applied domain name. 

PRIVATE DOMAIN NAME RESOLUTION 

 

Figure 5-7 Private Domain Name Resolution 

Steps: 

1. Install and run the IP Server software on a computer with a static IP. 

2. Access the network camera through the LAN with a web browser or the client software. 

3. Enable DDNS and select IP Server as the protocol type. Refer to Configuring DDNS Settings for detailed 

configuration. 
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5.3 Networking the Camera - Wi-Fi  

The VX-2S-CPIR-W is Wi-Fi capable, allowing for optional wireless connection to the camera. Although the 3xLOGIC 

VSX Setup app can automatically configure WiFi for the camera, custom WiFi settings are available for 

configuration. 

Before you start:  

A wireless network must be configured and available for connection.  

WIRELESS CONNECTION IN MANAGE MODE  

Steps:  

1. Enter the Wi-Fi configuration interface. Configuration> Network > Advanced Settings > Wi-Fi  

 

Figure 5-8 Wireless Network List  

2. Click Search to search for active wireless networks.  

3. Click to choose a wireless connection from the list.  

 

Figure 5-9 Wi-Fi Setting- Manage Mode  

NOTE: The Security Mode and Encryption Type of the network are automatically shown when you 

select the wireless network.    

4. Enter the passphrase/key to connect the wireless network.  
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WIRELESS CONNECTION IN AD-HOC MODE  

In Ad-hoc mode, there is no need to connect the wireless camera via router and instead, the camera can be 

connected to a PC with an active internet connection. The scenario is the same as connecting the camera with a PC 

directly using a network cable.  

 

Steps:  

1. Choose Ad-hoc mode.  

 

Figure 5-10 Wi-Fi Setting- Ad-hoc  

  

2. Customize a SSID for the camera.  

3. Choose the Security Mode of the wireless connection.  

 

Figure 5-11 Security Mode- Ad-hoc Mode  

4. Enable the wireless connection function for your PC.  

5. On the PC side, search the network and you can see the SSID of the camera listed.  
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Figure 5-12 Ad-hoc Connection Point   

6. Choose the SSID and connect.  

SECURITY MODE DESCRIPTION 

  

Figure 5-13 Security Mode  

  

You can choose the Security Mode as not-encrypted, WEP, WPA-personal, WPA-enterprise, WPA2-personal, and 

WPA2-enterprise. WEP mode:  

 

Figure 5-14 WEP Mode  
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Â Authentication - Select Open or Shared Key System Authentication, depending on the method used by your 

access point. Not all access points have this option, in which case they generally use Open System, which is 

sometimes known as SSID Authentication.   

Â Key length - This sets the length of the key used for the wireless encryption; 64 or 128 bit. The encryption key 

length can sometimes be shown as 40/64 and 104/128.  

Â Key type - The key types available depend on the access point being used. The following options are available:  

Ʒ HEX - Allows you to manually enter the hex key.  

Ʒ ASCII - In this method the string must be exactly 5 characters for 64-bit WEP and 13 characters for 128-bit 

WEP.  

WPA-PERSONAL AND WPA2-PERSONAL MODE:   

Enter the required Pre-Shared Key for the access point, which can be a hexadecimal number or a passphrase.  

 

Figure 5-15 Security Mode 

WPA-PERSONAL WPA- ENTERPRISE AND WPA2-ENTERPRISE MODE:   

Choose the type of client/server authentication being used by the access point; EAP-TLS or EAP-PEAP.  

Â EAP-TLS:  

¤ Identity - Enter the user ID to present to the network.  

¤ Private key password ς Enter the password for your user ID.  

¤ EAPOL version - Select the version used (1 or 2) in your access point.  

¤ CA Certificates - Upload a CA certificate to present to the access point for authentication.  
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Figure 5-16 EAP-TLS  

Â EAP-PEAP:  

¤ User Name - Enter the user name to present to the network  

¤ Password - Enter the password of the network  

¤ PEAP Version - Select the PEAP version used at the access point.  

¤ Label - Select the label used by the access point.  

¤ EAPOL Version - Select version (1 or 2) depending on the version used at the access point  

¤ CA Certificates - Upload a CA certificate to present to the access point for authentication  

EASY WI-FI CONNECTION WITH WPS FUNCTION  

For basic users, WiFi configuration can be a complicated task. To avoid the complex configuration of a wireless 

connection you can enable the WPS function.  

WPS (Wi-Fi Protected Setup) refers to the one-touch configuration of an encrypted connection between the device 

and the wireless router. WPS makes it easy to add new devices to an existing network without remembering 

network names or entering long passphrases. There are two modes of the WPS connection; PBC mode and PIN 

mode.  

 

NOTE: If you enable the WPS function, you do not need to configure parameters such as Encryption Type nor do 

you require the networks security passphrase.   
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Figure 5-17 Wi-Fi Settings - WPS PBC Mode:  

PBC refers to Push-Button-Configuration, in which the user simply has to push a button, either an actual or virtual 

one (such as the   button ƛƴ ǘƘŜ ŎŀƳŜǊŀΩs browser interface, pictured above), on both the Access Point 

(and a registrar of the network) and the new wireless client device. 

 

Steps: 

1. Check the checkbox of to enable WPS.  

2. Choose the connection mode as PBC.  

  

NOTE: Support of this mode is mandatory for both the Access Points and the connecting devices. 

  

3. Check the Wi-Fi router to see if there is a WPS button. If yes, push the button. If you can see the 

indicator near the button begin to flash, the WPS function of the router is enabled. For detailed 

operation, please see ȅƻǳǊ ǊƻǳǘŜǊΩǎ ǳǎŜǊ ƎǳƛŘŜΦ   

4. Push the ŎŀƳŜǊŀΩǎ WPS button to enable the function on the camera. Alternatively, you can also click 

the virtual button ƛƴ ǘƘŜ ŎŀƳŜǊŀΩǎ ǿŜō ƛƴǘŜǊŦŀŎŜ to enable the PBC function  

5. Click Connect button.  

When the PBC mode is both enabled in the router and the camera, the camera and the wireless network is 

connected automatically. 

PIN MODE 

The PIN mode requires a Personal Identification Number (PIN) to be read from either a sticker or the display on the 

new wireless device. This PIN must then be entered to connect to the network (usually the Network Access Point). 
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Steps:  

1. Choose a wireless connection on the list to reveal the SSID.  

 

Figure 5-18 Wi-Fi Settings ς WPS PIN Mode  

2. Choose Use route PIN code. If the PIN code is generated from the router side, you should enter the PIN 

code you get from the router side in the Router PIN code field.  

3. Click Connect.  

Or 

You can generate the PIN code on the camera side. And the expired time for the PIN code is 120 seconds.  

1. Click Generate.  

 

2. Enter the code to the router, in the example, enter 48167581 to the router.  
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IP PROPERTY SETTINGS FOR WIRELESS NETWORK CONNECTION  

The default IP address of wireless network interface controller is 192.168.1.64. When you connect the wireless 

network you can change the default IP.  

Steps:  

1. Enter the TCP/IP configuration interface: Configuration > Advanced Configuration > Network> TCP/IP or 

Configuration > Basic Configuration> Network > TCP/IP  

  

Figure 5-19 TCP/IP Settings  

 

2. Select the NIC as WLAN.  

3. Customize the IPv4 address, the IPv4 Subnet Mask and the Default Gateway. The settings configuration 

procedure is the same with that of LAN. If you want to be assigned the IP address check the DHCP 

checkbox. 
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6 Accessing the VX-2S-CPIR-W User Interface 
6.1 Access UI via Web Browser 

Steps:  

1. Open a web browser.  

2. Input the IP address of the network camera in the URL address bar, e.g., 192.0.0.64 and press the 
Enter key to enter the login interface. Alternatively, if the camera is interfaced with VIGIL Client, the 
web UI can be instantly deployed by ǊƛƎƘǘ ŎƭƛŎƪƛƴƎ ǘƘŜ ŎŀƳŜǊŀΩǎ ǇŀǊŜƴǘ Site node in the VIGIL Client 
treeview and selecting Server Settings. 

3. Input the user name and password and click Login.  

NOTE: The default username/password is admin/12345. If the camera has already been configured 
ǳǎƛƴƎ ƻƴŜ ƻŦ оȄ[hDL/Ωǎ ǎŜǘǳǇ ǘƻƻƭǎ ό{ŜŜ {ŜŎǘƛon 2 Camera Setup Options), then default credentials will 
have been changed by the installer (this is a standard security precaution enforced by the setup 
tools). Contact your security network administrator for credentials. 

NOTE: English is the only supported language. 

 

Figure 6-1 Login Interface  

4. ¢ƻ ǾƛŜǿ ǾƛŘŜƻ ŀƴŘ ƘŀǾŜ Ŧǳƭƭ ŀŎŎŜǎǎ ǘƻ ǘƘŜ ŎŀƳŜǊŀΩǎ ŎƻƴŦƛƎǳǊŀǘƛƻƴ settings, you will need to install the 
Web Components plug-in. /ƭƛŎƪ ά!ŎǘƛǾŀǘŜ ²Ŝō /ƻƳǇƻƴŜƴǘǎέ ǘƻ ǎǘŀǊǘ ǘƘŜ ǇƭǳƎ-in installation.   

NOTE: Depending on your web browser, you may be required to authorize the installer to run. 

NOTE: You may have to close the web browser to install the plug-in. Reopen the web browser and log in 
again after installing the plug-in.  

 
























































































































































